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WELCOME TO THE OFFICE HOURS RECAP BLOG ON DIGITAL ASSETS 

The following conversational snippets, interactive poll questions, participant responses

and other illuminating moments were mined from our session with Jason Guthrie, Matt

Kress and Jeremy Schwartz. If you’re an investor, enjoy this and our other entertaining

recaps and explore our website for ongoing education on cryptocurrency investing. If

you’re a financial professional who didn’t participate in this edition of Office Hours,

we invite you to attend our next informative and engaging session.

Interactive smartphone poll question:  

In one word, how do you feel about digital assets moving forward? 

Sample participant answers: Positive...growth...confused...opportunity...important…

future...disruptive...inevitable.

72% of advisors think their clients may be investing in cryptocurrencies on their own.

But how much do you know about the topic? Our goal is to educate both advisors and

investors—so advisors can bring more value to their advisory relationships, and

investors can move comfortably through this new investing space. 

So let’s start at the beginning. In 2008, unknown developers using the pseudonym Satoshi

Nakamoto created a whitepaper introducing the concept of blockchain, a revolutionary

idea that decentralized how we transfer value. This ability to transfer value from peer

to peer on the Internet, without centralized authorities, has grown into a rich and

diverse ecosystem of clever ideas attracting significant capital investment. The pace at

which this space is developing is overwhelming—like it's 1994 again and we're witnessing

the birth of the Internet. Back then, we couldn’t have predicted the rise of an Amazon

or a Google, but we all knew this revolutionary innovation was destined to change how we

shared information and lived. Barely 25 years later, it’s second nature to “Google it”

the moment we need to know something. In the next 10 or 15 years, seismic changes like

that may be coming to the way we share value, thanks to the peer-to-peer transfer
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concept of blockchain and the cryptocurrencies it has spawned, such as Bitcoin and

Ethereum.  

“The investment case is a classic supply-demand story.”        With only a fixed amount

of supply, the question is, what is the demand? How many people are coming to the

ecosystem? This is a tough question to answer. Where are you on the adoption curve to

create demand for this asset class? That’s the question.

Interactive smartphone poll question:    

On a scale of 1 to 5, how comfortable are you discussing digital assets with             

your clients?  Participating Office Hours advisors leaned heavily toward the

“uncomfortable” category, emphasizing the importance of crypto education now.

“What’s the difference between cryptocurrencies and blockchain technology?”      

Essentially, Blockchain is the underlying technology that supports a given

cryptocurrency, and the type of cryptocurrency is the unit of value being spent. Without

going heavily into detail, a blockchain bolts together existing technologies—such as

cybersecurity, encryption and cryptography techniques—to create a user-efficient ,

trustless, decentralized method of transferring value.

Example #1: Think about when you send a photo or PowerPoint file over the Internet.

You’re really just sending a copy, because the original stays with you. What you’re 

sending are the ones and zeros that make up that file. Now, a copy is perfectly fine

for a PowerPoint or photo. But it’s not very good if you’re sending someone $1,000 —

because a copy of that $1,000 could be spent again. That's why we've had to trust

big institutions like banks to do the accounting for us.

Example #2: Now consider how you buy a cup of coffee. When you tap or insert your

card at Starbucks, for example, you're not actually giving Starbucks your money,

right? You're sending a message to your bank to take money from your account and put

it in the account at Starbucks' bank. And as soon as that message is approved,

Starbucks gives you the coffee.  What the blockchain technology did was create the

ability to send value digitally, without the possibility of double spending. It also

gave investors the ability to constantly see where that value sits, without having

to trust another party in the network.

That’s an overview of how value flows safely through a digital network without relying

on big institutions to be gatekeepers.

Did you know? Each blockchain network and cryptocurrency has three elements: 

The software, which is the protocol. The parties involved, which are the network. The

transferable unit of value, which are the tokens. 

“What is ‘mining for bitcoin’”?     Again, without getting too detailed, mining for

Bitcoin is the act of processing the next set of transactions to be added to the

blockchain -- that is, added to the history of transactions made with that particular

cryptocurrency, whether it’s Bitcoin, Etherium or one of the other large players like

XRT, Stellar and Tether. A series of cryptographic formulas link those transactions into
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a chain using a series of random numbers that are very easy to verify, but very hard to

replicate. So if someone has the correct number for their transaction, and the network

agrees it’s the correct number, that block becomes locked in.

“What if a criminal wanted to go back and falsify a transaction?” They would have

to retrace the cryptography used to mine each block in the chain, each number that

cumulatively assembled that history. The cryptographic effort and energy that goes into

mining each block secures it by making it exceptionally difficult to change. At the same

time it’s easily verified by everyone else in the network, so we can all be comfortable

with our transfers of value. That concept is called “proof of work” in Bitcoin, and is

parallel to but different from “proof of stake” used in Ethereum. We can explore that

level of detail more in another session. 

“Bitcoin lost a ton of value over the FBI ransomware story. Aren’t the           

transactions supposed to be anonymous?”     After the FBI seized Bitcoin from hackers

who attacked the Colonial Pipeline, the stock fell 70%. (WT note: We did a blog post on

that, and a podcast with cyberspace venture capitalists Team8, an industrial software

group and our Chief Information Officer). The public questioned if Bitcoin transactions,

which were believed to be anonymous, actually leave investors vulnerable to ransomware.

One of the things we said on the podcast is that it’s not really an anonymous process.

While it may be hard to track overnight, there is a record of your transactions over

time. The FBI followed the money and were able to get the private key—the

cryptographically generated result we talked about earlier—to seize and return the

Bitcoin to Colonial. That chain data is actually an asset, a very powerful tool for law

enforcement. But does it making it easier for criminals to get away with your funds? No,

it doesn’t. The truth is, most illicit activity is still done in $100 bills, not

cryptocurrency. New technologies always have to prove themselves. There was a lot of

criticism leveled at the Internet early on as well. Once it proved its value to

everyone, most of those concerns fell away.

Did you know? Bitcoin has a 10-year transaction history that anyone can audit. 

Potentially hundreds of thousands of people have gone through the bitcoin code over the

last decade. The transparency shows it functions as intended. 

“Should I be worried about getting money out of exchanges?”          As with anyone you

deal within in financial services, you need to be cognizant of counterparty risk

exposure and concentration. If you can’t find a lot of details on a company’s structure

or founders, that may potentially be a red flag. There are plenty of listed, regulated

entities offering services for crypto. It's important to make sure you're vetting that

appropriately.

“What happens if the Internet goes down?” 

The Internet doesn’t run on some single node, it’s decentralized. For the World Wide Web

to go down, every section would have to go down at the same time, which has an extremely

low probability. But if your particular section of the Web does goes down and your

cryptocurrency validator or miner is down, they will reconnect and sync with their

protocol when they come back online. Interestingly, there are companies out there, from

SpaceX to JPMorgan and others, that are running Ethereum and Bitcoin blockchain nodes on

satellites. Four crypto companies already have a presence on the International Space

Station, and others are pushing to join them. So in the highly, highly unlikely event

the entire Internet on earth goes down, there's already a redundancy up in space for

that.

Want to learn more about digital assets? Whether you’re a financial professional or

an investor, you can go to WisdomTree.com/crypto. 

Important Risks Related to this Article

There are risks associated with investing, including the possible loss of principal. Crypto

assets, such as bitcoin and ether, are complex, generally exhibit extreme price volatility and

unpredictability, and should be viewed as highly speculative assets. Crypto assets are

frequently referred to as crypto “currencies,” but they typically operate without central
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authority or banks, are not backed by any government or issuing entity (i.e., no right of

recourse), have no government or insurance protections, are not legal tender and have limited

or no usability as compared to fiat currencies. Federal, state or foreign governments may

restrict the use, transfer, exchange and value of crypto assets, and regulation in the U.S.

and worldwide is still developing.

Crypto asset exchanges and/or settlement facilities may stop operating, permanently shut down

or experience issues due to security breaches, fraud, insolvency, market manipulation, market

surveillance, KYC/AML (know your customer/anti-money laundering) procedures, non-compliance

with applicable rules and regulations, technical glitches, hackers, malware or other reasons,

which could negatively impact the price of any cryptocurrency traded on such exchanges or

reliant on a settlement facility or otherwise may prevent access or use of the crypto

asset. Crypto assets can experience unique events, such as forks or airdrops, which can impact

the value and functionality of the crypto asset. 

Crypto asset transactions are generally irreversible, which means that a crypto asset may be

unrecoverable in instances where: (i) it is sent to an incorrect address, (ii) the incorrect

amount is sent, or (iii) transactions are made fraudulently from an account. A crypto asset

may decline in popularity, acceptance or use, thereby impairing its price, and the price of a

crypto asset may also be impacted by the transactions of a small number of holders of such

crypto asset. Crypto assets may be difficult to value and valuations, even for the same crypto

asset, may differ significantly by pricing source or otherwise be suspect due to market

fragmentation, illiquidity, volatility and the potential for manipulation. Crypto assets

generally rely on blockchain technology and blockchain technology is a relatively new and

untested technology which operates as a distributed ledger. Blockchain systems could be

subject to Internet connectivity disruptions, consensus failures or cybersecurity attacks, and

the date or time that you initiate a transaction may be different then when it is recorded on

the blockchain. Access to a given blockchain requires an individualized key, which, if

compromised, could result in loss due to theft, destruction or inaccessibility.

In addition, different crypto assets exhibit different characteristics, use cases and risk

profiles. Information provided by WisdomTree regarding digital assets, crypto assets or

blockchain networks should not be considered or relied upon as investment or other advice, as

a recommendation from WisdomTree, including regarding the use or suitability of any particular

digital asset, crypto asset, blockchain network or any particular strategy. WisdomTree is not

acting and has not agreed to act in an investment advisory, fiduciary or quasi-fiduciary

capacity to any advisor, end client or investor, and has no responsibility in connection

therewith, with respect to any digital assets, crypto assets or blockchain networks.  

For standardized performance and the most recent month-end performance click here NOTE,

this material is intended for electronic use only. Individuals who intend to print and

physically deliver to an investor must print the monthly performance report to accompany

this blog.

View the online version of this article here.
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IMPORTANT INFORMATION

U.S. investors only: Click    here to obtain a WisdomTree ETF prospectus which      

contains investment objectives, risks, charges, expenses, and other information;

read and consider carefully before investing.

There are risks involved with investing, including possible loss of principal. Foreign

investing involves currency, political and economic risk. Funds focusing on a single

country, sector and/or funds that emphasize investments in smaller companies may

experience greater price volatility. Investments in emerging markets, currency, fixed

income and alternative investments include additional risks. Please see prospectus for

discussion of risks.

 

Past performance is not indicative of future results. This material contains the

opinions of the author, which are subject to change, and should not to be considered or

interpreted as a recommendation to participate in any particular trading strategy, or

deemed to be an offer or sale of any investment product and it should not be relied on

as such. There is no guarantee that any strategies discussed will work under all market

conditions. This material represents an assessment of the market environment at a

specific time and is not intended to be a forecast of future events or a guarantee of

future results. This material should not be relied upon as research or investment advice

regarding any security in particular. The user of this information assumes the entire

risk of any use made of the information provided herein. Neither WisdomTree nor its

affiliates, nor Foreside Fund Services, LLC, or its affiliates provide tax or legal

advice. Investors seeking tax or legal advice should consult their tax or legal advisor.

Unless expressly stated otherwise the opinions, interpretations or findings expressed

herein do not necessarily represent the views of WisdomTree or any of its affiliates.

 

The MSCI information may only be used for your internal use, may not be reproduced or

re-disseminated in any form and may not be used as a basis for or component of any

financial instruments or products or indexes. None of the MSCI information is intended

to constitute investment advice or a recommendation to make (or refrain from making) any

kind of investment decision and may not be relied on as such. Historical data and

analysis should not be taken as an indication or guarantee of any future performance

analysis, forecast or prediction. The MSCI information is provided on an “as is” basis

and the user of this information assumes the entire risk of any use made of this

information. MSCI, each of its affiliates and each entity involved in compiling,

computing or creating any MSCI information (collectively, the “MSCI Parties”) expressly

disclaims all warranties. With respect to this information, in no event shall any MSCI

Party have any liability for any direct, indirect, special, incidental, punitive,

consequential (including loss profits) or any other damages (www.msci.com)

 

Jonathan Steinberg, Jeremy Schwartz, Rick Harper, Christopher Gannatti, Bradley Krom,

Tripp Zimmerman, Michael Barrer, Anita Rausch, Kevin Flanagan, Brendan Loftus, Joseph

Tenaglia, Jeff Weniger, Matt Wagner, Alejandro Saltiel, Ryan Krystopowicz, Jianing Wu,

and Brian Manby are registered representatives of Foreside Fund Services, LLC.

 WisdomTree Funds are distributed by Foreside Fund Services, LLC, in the U.S. only.

You cannot invest directly in an index.
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